Biometric
surveillance

Non-replaceable
batteries

No security
patching

Company has
existing,
unpatched
vulnerabilities

Deceptive data
harvesting

Gobs of glue
instead of screws

No schematic
diagrams

Lack of security
support past end
of service life

Hackable
physical locks

Unnecessary
cameras or
microphones

Can’t complete a
repair without an
internet
connection

No provisioning
for third-party
security options

Subscription
required to use
hardware you

Constant
location tracking

Part assemblies
mean parts can’t
be replaced

Mixed plastic

Security support
offered for less 3

Smart stuff that
really doesn’t
need to be

Parts pairing

Proprietary
screwheads

refurbishment
support

No mention of
security
protocols

Anti-Repair
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